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Abstract of the contribution: discusses the concept of coexistence rules among S-NSSAIs.
1. Introduction
Various ideas and solutions have been debated F2F and on email discussion during and after SA2#122. This paper aims at the identification of what coexistence rules SA2 is considering, as leaving this topic open may have consequences on the procedures and supported coexistence scenarios in the system in Rel-15 and ought to not be considered a stage 3 matter only.
2. Discussion

Let us start the discussion by defining the definition of S-NSSAI coexistence: a set of S-NSSAIs can coexist if the network can support these at the same time and therefore the slices they identify can share the AMF. This means that the set of slices can use a common AMF and the PLMN can support these simultaneously for a UE.
The cause why Slices could not coexist could be for instance:

1) The operator deploys core networks that are optimal to handle a set of Slice/Service Types (SSTs)

2) The operator Deploys core networks that fully isolate a certain tenant Core network from another tenant core network. So in this case the S-NSSAIs can coexist with all S-NSSAIs that share the same SD field
3) Some Slices ado not share the Core Network with any other slice so the S-NSSAI cannot coexist with any other S-NSSAI
4) Some S-NSSAI have no Coexistence constraints and can be associated to any other S-NSSAI that also has no coexistence constraint with these. This means that this S-NSSAI can be served by the AMFs that can serve other slices compatible with its SST and SD fields or AMFs that have no constraints on which S-NSSAIs they can serve.

Other cases where ad hoc group of S-NSSAIs can be supported by an AMF could be considered but it is uncertain whether this makes sense to support as this means creating specific configuration records in the UEs with the information of coexistence with specific S-NSSAIs and this may not be scalable and not relate to any additional valuable use case. We may consider a tenant associated to a certain SD field may have AMFs specialised for a certain SST(s set) in addition to more general AMFs also. However, conceivably, these would be used by UEs that ONLY use these SST(s) with the same SD value (so coexistence rule 2 can still apply or if a single slice ends up being isolated, coexistence rule 3). For more general types of UEs a common AMF seems to be sufficient. So the list of coexistence rules outlined above seems sufficient as UEs that use more than just the subset of the slices with specialised AMFs would be routed to a more general AMF but not cause other issues.
Additionally, operators may still devote certain AMFs to support a set of S-NSSAIs that is not aligned to the above cases (i.e. mix of S-NSSAIs that differ for SD and SST) however this can be achieved for UEs that are provided S-NSSAIs with no particular coexistence rules but are still restricted to use only S-NSSAIs these AMFs support (effectively creating a space of possible S-NSSAIs that have no coexistence constraints for the UE).

The advantage of restricting (at least for now) the coexistence rules considered in Rel-15 to the above set of 4 possible coexistence rules is also that it can be specified with a two bits information at stage 3, versus more complex configuration efforts that would be otherwise required (e.g. a managed objects based scheme including the ability to configure explicitly allowed more complex coexistence sets of groups of S-NSSAIs in the UE) Given the fact we are just introducing slicing we can consider the above sufficient at least for rel-15 and maybe consider explicit configuration of predefined sets in a future release.
So we propose that the above four possible coexistence rules are considered for Rel-15.
3. Conclusion
It is proposed that the following text change is approved for TS 23.501. 
--------------------------------------- START of CHANGES-------------------------------
5.15.x Network Slices coexistence
Two or more S-NSSAIs related Network Slices instances can coexist in a PLMN if they can be simultaneously used by a UE in the PLMN and these S-NSSAIs can be indicated together in an Allowed NSSAI for a UE. This means they can share the same AMF and the PLMN can support these simultaneously for a UE.
The supported S-NSSAI coexistence rules for a UE are the following:
1) S-NSSAIs that can be used concurrently with any other S-NSSAI.

2) S-NSSAIs that can be used concurrently with any other S-NSSAI sharing the same SST field

3) S-NSSAIs that can be used concurrently with any other S-NSSAI sharing the same SD field

4) S-NSSAIs that cannot coexist with any other S-NSSAI

The last coexistence rule applies to the category of Fully Isolated Slices. 
--------------------------------------- END of CHANGES-------------------------------
[image: image1.png]



3GPP

SA WG2 TD


